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Umfrage zeigt Trend: Schweizer Unter-
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nehmen wollen europdische IT-Sicherheit
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Immer mehr Schweizer Unternehmen stellen sich die Frage: Wem kann man bei der IT-Sicherheit noch vertrauen?
Eine neue Umfrage zeigt: Die Herkunft der eingesetzten Losungen riickt zunehmend in den Mittelpunkt strategischer

Entscheidungen.
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Aus welcher Region wirden Sie bevorzugt einen
neuen Anbieter Ihrer zukiinftigen
IT-Sicherheitslisung wahlen?
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Angaben in Prozent

Europaische Union
UsA

B andere asiatische Lander (ohne China)

W Russland

Datensouverdnitit und digitale Abhingigkeitsind fir Schweizer
Unternehmen lingst keine abstrakten Themen mehr. Eine aktuel-
le, reprisentative Umfrage des Analystenhauses Techconsult im
Auftrag des europtischen ITSicherheitsanbieters Eset zeigt: Die
Mehheit der befragten Unternehmen in der Schweiz denkt um
und hinterfrag di

Daten an einen russischen [T-Anbieter durchgefihrt: ein Vorfall
anitat der Schweiz sorgt.

Rechtsrahmen als Argument fiir Europa

Lout der Studie wiirden 72 Prozent der Unternehmen bei einer
Neuanschaffung gezielt einen Anbieter aus Europa bevorzugen.

P P hweizer
sche Losungen. US-amerikanische Hersteller folgen mit 22 Pro-

trales Argument der Europische
Anbieter unterliegen einem Klar definierten Rechtsrahmen, der
it dem revidierten Schweizer Datenschutzgesetz (evDSG) weit
gehend kompatibel ist. Das schafft Vertrauen, vor allem im Hin-
blick auf Compliance-Anforderungen, Zertifizierungen und Kun-

zent, Anbieter aus Asien oder anderen
Schweiz kaum eine Rolle.

Anbieterwechsel wird aktiv erwogen
Auffilli ist vor allem die hohe Zwe Drittel

Im Gegensatz dazu stehen Anbieter aus Drittstaaten, die tels
Gesetzen unterliegen, die Zugriff auf Daten auch ohne Zustim
mung der Betroffenen ermglichen (etwa dem US Cloud Act). Fir

der befragten Unternehmen gaben an, méssig bis sehr stark iber

einen Anbieterwechsel nachzudenken. Dabei dirften nicht allein

technische oder wirtschaftliche Griinde die Befragten zu einem

Wechsel bewegen, sondern zunehmend auch Aspekte wie Daten-

schutz, rechtliche Sicherheit und geopolitische Unabhangigelt
Die Ergebnisse lassen darauf schiessen, dass sich der Trend

2ur europischen IT-Sicherheit weiter verstrken wird. Denn die

d

zer Nachrichtendienst und die vermutliche Weitergabe sensibler

BEFRAGTE UNTERNEHMEN IN DER SCHWEIZ
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B andere Region, anderes Land

B Vereinigtes Konigreich

ina

mend ein Ausschlusskriterium.

Souveréinitit wird strategisch
Die  dass IT: tro-
tegischer bewertet wird als noch vor wenigen Jahren. Es geht
nicht mehr nur um technische Funktionen, sondern um Kontrolle,

Immer mehr Schweizer Unternehmen entscheiden sich fiir IT-Sicherheit aus Europa. Rainer Schwegler, Senior Territory
Manager Switzerland bei Eset, erkldrt im Gesprich, warum «Made in Europe» mehr ist als ein Label und was Unternehmen

jetzt beachten sollten. imerien: Joei orizet

jele
Unternehmen in der Schweiz ein erklirtes Ziel und die Wahl des

vichtigen Anbieters ein erster Schitt dorthin

«Made in Europen in der

ITSicherheit?
Rainer Schwegler: Hinter sMade in Europes steht en Klares Verspre-
chen: digitale Souvertinitt,rechtiiche Transparenz und technische

tativen Auswertung viele Befragte explzt den Wunsch nach meh
Transparenz in der Lieferkette und nach Produkten nannten, die im
europdischen Rechtsraum entwickelt und betreut werden. Wir se-
hen darin ein Umdenken, das vor allem durch Erfahrungen in den
letzten zwei Jahren beschleunigt wurde.

Was bringt Unternehmen das Label sMade in Europe» konkret?

schutzgesetze definieren Klare Regeln, die fi beide Seiten gelten.
Es gibt keine Grauzonen oder aussergerichtliche Zugriffe. Zum an-

e Souvertinitat. ie behalten die Kontrole dber ihre Systeme, Da-
tenflisse und Updates. Drittens bieten europdische Anbieter oft-
mals eine hhere Transparenz hinsichtich Produktentwicklung, Si-
cherheitsarchitektur und Betiebsfihrung. Und icht zuletzt; Wer
sich fi einen européischen Herstelle entscheidet, sendet ein tar-
kes Signal an Kunden, Partner und Offentlichkeit.

Wie wichtig ist aus Threr Sicht der rechtliche Rahmen fir die
tiigliche Praxis?
Sehrvichtig ~aber Inder

bau-
enkann. Mit einem Anbieter,der dem europschen oder schweize-
tischen Datenschutzrecht unterlegt, lassen sich Audits, Zerifzie-
rungen oder Sicherheitsnachweise deutlich einfacher bewdtigen

, woher hre
Sicherheitslgsungen kommen, wie sie entwickelt werden und wel-
chem Rechtsrahmen sie unterliegen. Gerade in geopolitsch ange
spannten Zeiten ist das sehr wichtig. Europische Anbieter wie Eset
entuickeln e Losungen vallstandig in der EU, betreiben Rechen.
zentren in Europa und unterliegen einem Klaren datenschutzrecht
lichen Rah i Tabu.
Das schafft Vertrauen - gerade i Schweizer Unternehmen,die mit
dem revidierten DSG bereits hohe Standards erfilen miissen.

Europes erkannt?
Ja, und zwar zunehmend differenzierter. Unsere aktuelle Umirage
eigt,

Drittstaaten wird es schnell kompleser: etwa durch divergierende
Gesetzeslagen, maglich Behorden oder
Unsicherheiten im Haftungsfall. Wer diese Risken reduzieren wil,

mussse okt im Beschaffungsprozess bericksichtigen.

Was kinnen Sie Unternehmen sonst noch empfehlen?
Unternehmen, die sich mit dem Thema auseinandersetzen, sollten
sich vor allem Klarheit iber ihve individuellen Sicherheitsbediirfis-
se und regulatorischen Anforderungen verschaffen. Es beginnt mit
der Frage: «Betreibe ich meine Infrastruktur via Cloud oder On-Pre-
mises? und reicht bis 2 politischen und rechtichen Einlussfakto-
e, die die eigene Securty betreffen. Wer langfristig plant, sollte
TSicherheit als strategischen Efolgsfaktor begreifen und damit

«Wer sich fi einen euro-
piischen Hersteller ent-
scheidet, sendet ein star-
kes Signal.»

Raier Schwegler SeorTerton Wanager
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